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1	Decision/action requested
This contribution proposes text for the Introduction section
2	References				
[1]S3-172179
3	Rationale					
The content is missing in the Introduction section. The proposed text is adapted from the SID in S3-172179 [1]. 
4	Detailed proposal						
pCR
***	BEGIN 1st CHANGES	***
[bookmark: _Toc512262152]Introduction
 Editor’s note: It is proposed that this clause contains some brief background for the TR33.811.
(To Rapporteur: The text below is new)
[bookmark: OLE_LINK48]The 5G mobile networks is envisioned to enable fast deployment of new services, support of diverse services and business models, and provision of differentiated services in terms of functionalities, performance, and security protection. Network slicing is a new network technology/architecture to be employed to meet these requirements.   
3GPP working groups have been studying on and standardizing various aspects related to network slicing. For example, 3GPP SA2 completed its study on architecture and security for next generation system and is specifying the normative text for network slicing as one of 5G features in TS23.501 [x1] and TS23.502 [x2]. 3GPP SA3 completed its Technical Report TR33.899 [x3] and included studies on the security aspects on network slicing. More recently, 3GPP SA5 has completed its study on management and orchestration of network slicing for next generation network with published TR28.801 [5]. In June 2017, 3GPP SA5 started the normative work for Release 15 in the following aspects: 
· Management and orchestration of networks and network slicing 
· Provisioning of 5G networks and network slicing
· Fault Supervision for 5G networks and network slicing 
· Assurance data and Performance Management for 5G networks and network slicing 
· Network Resource Model (NRM) for 5G networks and network slicing 
However, the corresponding security aspects are not addressed in 3GPP SA5, which are expected to be within the realm of 3GPP SA3. It is thus the motivation and objectives of the studies in the present document.
***	END OF 1st CHANGES	***

***	BEGIN 2nd CHANGES	***
To Rapporteur: Please add the following references to References Section
[x1] 3GPP TS 23.501: "System Architecture for the 5G System; Stage 2 (Release 15)".
[x2] 3GPP TS 23.502: "Procedures for the 5G System; Stage 2 (Release 15)". 
[x3] 3GPP TR 33.899: "Study on the security aspects of the next generation system" 
***	END OF 2nd CHANGES	***

